Supercharge your Security and RangeForce
DevOps teams with hands-on

cyber skills training CyberSkills Training Platform

REALISTIC NETWORK SIMULATION

RangeForce’s simulation environment delivers advanced
cyberattacks against enterprise networks that reflect real-world
environments.

CYBER RANGE & ATTACK BOTS

With an integrated Cyber Range and automated attack bots, run
blue team exercises with stealthy targeted attacks right out of
the headlines.

SECURITY STACK INTEGRATION & TRAINING
Your security stack is built directly into our cyber range with
hands-on training modules developed to optimize operations.

VIRTUAL TEACHING ASSISTANT
Get timely support and advice when you need it from our Virtual
Teaching Assistant to master complex subject matter

GAMING ENGINE

A gaming engine turns training lessons into engaging and
dynamic learning experiences, while adding the right amount of
competition to keep things interesting.

PERSCRIPTIVE ROLE BASED LEARNING & MODULES
Over 300 training modules integrated into roles based learning
paths and assessments that cover sec-ops, incident response,
forensics, ICS, DevSecOps, Web Application Security.

COMPREHENSIVE REPORTING DASHBOARD

Individual, team, and executive dashboards and reports deliver
actionable quantitative analysis driving training that turns
average teams into experts.

CLOUD-BASED PLATFORM-AS-A-SERVICE

The RangeForce platform is the most advanced integrated cloud-
based cyber skill training and cyber range. Always accessible, No
need to buy or manage hardware or software.

info@rangeforce.com www.rangeforce.com (877) 726-4342
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MEASURE & SHARE YOUR SUCCESS
Reporting and dashboards from
individual to executive levels assures
training goals are met, risks are
reduced, and security operations are
optimized.
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100% HANDS-ON TRAINING
In RangeForce’s integrated cyber
range and training platform,
users learn and hone their skills
by practicing in an on-demand
i real-world environment that
- includes leading security tools
like Splunk, CISCO, YARA, Wire
Shark and more.
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EXECUTIVE DASHBOARD
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Threat Hunter | 13 Modules, 3 Challenges & 2 Exercises | 20hrs of Training

Week

Mission 1
Yextend

Week 3

Mission 3
Netcat Intro
STIX/TAXI

Detection 1

Week 2

Mission 2
Password Cracking
OC Scanr
Backdoor Challenge
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Adv Logging Linux
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Week 5
Mission 5

Reverse Engineering Ghidra
OC, Proxychains & Port
Knocking

Advanced Detection 2

Week 6

Mission 6
OpenSMTPD RCE
Threat Miner

Threat Hunter
Capstone Challenge

EFFICIENTLY OPERATIONALIZE CYBERSECURITY TRAINING
Get started quickly with RangeForce’s role-based and easily configurable learning curriculums. Deployed within
the RangeForce platform, prescriptive learning paths get your team training in just a few hours.

info@rangeforce.com

www.rangeforce.com

(877) 726-4342



