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NOTICE OF DISCLAIMER 
The material contained herein is provided on an “AS IS” basis. To the maximum extent permitted by 
applicable law, this material is provided AS IS AND WITH ALL FAULTS, and the authors and developers 
of this material and MIPI Alliance Inc. (“MIPI”) hereby disclaim all other warranties and conditions, either 
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LOST PROFITS, LOSS OF USE, LOSS OF DATA, OR ANY INCIDENTAL, CONSEQUENTIAL, 
DIRECT, INDIRECT, OR SPECIAL DAMAGES WHETHER UNDER CONTRACT, TORT, 
WARRANTY, OR OTHERWISE, ARISING IN ANY WAY OUT OF THIS OR ANY OTHER 
AGREEMENT RELATING TO THIS MATERIAL, WHETHER OR NOT SUCH PARTY HAD 
ADVANCE NOTICE OF THE POSSIBILITY OF SUCH DAMAGES. 
The material contained herein is not a license, either expressly or impliedly, to any IPR owned or controlled 
by any of the authors or developers of this material or MIPI. Any license to use this material is granted 
separately from this document. This material is protected by copyright laws, and may not be reproduced, 
republished, distributed, transmitted, displayed, broadcast or otherwise exploited in any manner without the 
express prior written permission of MIPI Alliance. MIPI, MIPI Alliance and the dotted rainbow arch and all 
related trademarks, service marks, tradenames, and other intellectual property are the exclusive property of 
MIPI Alliance Inc. and cannot be used without its express prior written permission. The use or 
implementation of this material may involve or require the use of intellectual property rights (“IPR”) 
including (but not limited to) patents, patent applications, or copyrights owned by one or more parties, 
whether or not members of MIPI. MIPI does not make any search or investigation for IPR, nor does MIPI 
require or request the disclosure of any IPR or claims of IPR as respects the contents of this material or 
otherwise. 
Without limiting the generality of the disclaimers stated above, users of this material are further notified 
that MIPI: (a) does not evaluate, test or verify the accuracy, soundness or credibility of the contents of this 
material; (b) does not monitor or enforce compliance with the contents of this material; and (c) does not 
certify, test, or in any manner investigate products or services or any claims of compliance with MIPI 
specifications or related material. 
Questions pertaining to this material, or the terms or conditions of its provision, should be addressed to: 

MIPI Alliance, Inc.  
c/o IEEE-ISTO  
445 Hoes Lane, Piscataway New Jersey 08854, United States 
Attn: Managing Director 
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1 Introduction 
The MIPI I3C Bus interface [MIPI01] is an evolutionary specification that improves upon the features of 1 

the I²C specification. I3C offers a flexible multi-drop interface between a host processor and peripheral 2 

devices, reducing the number of physical pins, and supporting low-power, high-speed digital 3 

communication. 4 

I3C’s main features include: 5 

• Multi-Controller and Multi-drop capabilities 6 

• Only two physical lines: SDA and SCL 7 

• Dynamic Addressing 8 

• In-Band Interrupts 9 

• Timing synchronization  10 

• Hot-Join support 11 

• Backward compatibility with I²C 12 

The I3C interface is expected to play a fundamental role in streamlining sensor integration in smartphones, 13 

wearables, and Internet-of-Things (IoT) devices. This Application Note is intended to help users understand 14 

how the I3C interface’s Hot-Join feature works. 15 

1.1 Scope 
This Hot-Join Application Note is intended: 16 

• To help those developing MIPI I3C Target Devices with Hot-Join capabilities understand how 17 

these Devices can make use of this feature. 18 

• To help those developing MIPI I3C Controller Devices (both Primary Controllers and Secondary 19 

Controllers) understand how to handle Hot-Join Requests. 20 

• To guide System Designers in deciding how to adopt I3C Hot-Join features in their Devices, based 21 

both on Hot-Join’s possible uses and on its restrictions. 22 

• To guide electrical requirements and safe insertion precautions for Hot-Joining Devices 23 
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2 Terminology 
Also see Section 2 in the MIPI I3C Specification [MIPI01] or the MIPI I3C Basic Specification [MIPI02]. 24 

2.1 Definitions 
Active Controller: The I3C Device that presently has control of the I3C Bus. 25 

Bus: The physical and logical implementation of the SCL and SDA lines. 26 

Bus Idle Condition: A period during which the Bus Free Condition, after a STOP and before a START, is 27 

sustained continuously for a duration of at least tIDLE. 28 

Controller: An I3C Device (or Role embodied by such a Device) that is capable of controlling the I3C 29 

Bus. I3C and I3C Basic versions prior to v1.1.1 used the term Master, which MIPI Alliance has deprecated. 30 

Master: Deprecated term, see Controller. 31 

Slave: Deprecated term, see Target. 32 

START: The I3C Bus condition of a High-to-Low transition on the SDA line while the SCL line remains 33 

High. In this Application Note, a START is abbreviated as ‘S’. 34 

STOP: The I3C Bus condition of a Low to High transition on the SDA line while the SCL line remains 35 

High. In this Application Note, a STOP is abbreviated as ‘P’. 36 

System Designer: Engineer designing a system that includes an I3C Bus. 37 

Target: An I3C Device (or a Role embodied by such a Device) that can only respond to either Common or 38 

individual commands from a Controller. Some Targets can initiate In-Band Interrupt requests on the I3C 39 

Bus. I3C and I3C Basic versions prior to v1.1.1 used the term Slave, which MIPI Alliance has deprecated. 40 

2.2 Abbreviations 
e.g. For example (Latin: exempli gratia) 41 

i.e. That is (Latin: id est) 42 

2.3 Acronyms 
BCR Bus Configuration Register 43 

CCC Common Command Code 44 

DCR Device Configuration Register 45 

DAA Dynamic Address Assignment 46 

I3C MIPI Improved Inter Integrated Circuit interface or its Specification document [MIPI01] 47 

IBI In Band Interrupt 48 
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4 Overview 
This Application Note illustrates the Hot-Join feature in I3C system designs. 54 

It details: 55 

• Requirements deriving from the I3C Specification [MIPI01] 56 

• Different types of Hot-Join 57 

• Requirements to send a Hot-Join Request 58 

• How Targets should initiate a Hot-Join Request 59 

• How Controllers should handle received Hot-Join Requests 60 

• How Target designers may provide a way to enable or disable the Hot-Join feature 61 

For each Hot-Join feature, the relevant parts of the I3C Specification are identified. Implementation advice 62 

is also provided for the most complex Hot-Join features, in order to help avoid system design errors. 63 

4.1 Supported Capabilities 
Readers developing aspects of I3C-based systems should consult the relevant Application Note sections for 64 

guidance not found in the I3C Specification itself. This information is intended to help avoid 65 

implementation mistakes. 66 

4.2 Using Added Functionality 
The I3C Specification includes optional extended functionality, and the flexibility to allow for different use 67 

cases. Some of these use cases have implications for the System Designer and for software on the 68 

Controller. 69 

The I3C Specification is focused on how each feature works from a protocol perspective; by contrast, this 70 

Application Note provides additional information on how each feature can be incorporated into a system. 71 

This additional information is intended to guide both assessments of whether it will be possible to 72 

accomplish what is wanted, and assessments of how to accomplish it. 73 

4.3 Use Cases for a Target Sending Hot-Join Requests 
The I3C Bus protocol supports a mechanism for Devices to join the I3C Bus after it has already been 74 

powered and configured. A Target issuing a Hot-Join Request exploits the In-Band-Interrupt procedure to 75 

ask the Active Controller to assign the Target a Dynamic Address. Getting a Dynamic Address will allow 76 

the Target to then fully participate in I3C Bus activity, including gaining the role of a Secondary Controller. 77 

Use cases for a Target issuing a Hot-Join Request include: 78 

• A Target Device that is physically inserted into the I3C Bus not at Bus initialization time, but later, 79 

after the Bus has already been configured. 80 

• A Target that is mounted on the same board as the Controller, but is kept powered-down until it is 81 

needed. Such a Target may send the Hot-Join Request when it is powered-up. 82 

• A Target that was previously assigned a Dynamic Address, but has now lost it. For example, after 83 

being powered off, or after a hard reset. 84 

• A Target Device that is behaving as an I2C Device but detects an I3C Frame on the Bus, indicating 85 

that the Bus is also capable of I3C communication. 86 

• A Target that is powered-on only when needed on the Bus, and kept powered-off otherwise. 87 



I3C Application Note: Hot-Join App Note Version 1.0 
 30-Aug-2021 

6 Copyright © 2021 MIPI Alliance, Inc. 
 Public Release Edition 

5 The Hot-Join Concept 
I3C’s Hot-Join mechanism allows an I3C Device to inform the Active Controller that a newly-joined Target 88 

is present on the I3C Bus and is ready to receive a Dynamic Address, in order to become fully functional on 89 

the Bus. The I3C Specification [MIPI01] defines the conditions under which a Target may issue the Hot-90 

Join Request, and the expected behaviors. A Device that is issuing a Hot-Join Request, for any reason, 91 

should do so only after the I3C Bus has already been powered and configured. 92 

An I3C Device always joins the I3C Bus as a Target. Only after the Device has been properly initialized 93 

may it become a Secondary Controller.  94 

The Hot-Join mechanism requires the joining Target to send a special In-Band-Interrupt (IBI) Request to 95 

trigger the Hot-Join procedure. The Target must wait for a Bus Idle condition before sending the Hot-Join 96 

Request. The Bus Idle condition is defined as a period during which the Bus Available status is maintained 97 

for a duration of at least tIDLE (which is ~200 µs), meaning that the SCL and SDA lines are both held High 98 

for the tIDLE period. The Bus Idle condition duration was chosen specifically to help ensure Bus stability 99 

during Hot-Join events. 100 

Note: 101 

In I3C v1.0, the Bus Idle time tIDLE was defined 1 ms, not ~200 µs as used in I3C v1.1 and higher. 102 
Be aware that if any I3C v1.0 Devices are present on a Bus, they could use the original 1 ms Bus 103 
Idle time. 104 

Once a joining Target has determined that the Bus is in the Bus Idle condition, it may initiate a Hot-Join 105 

Request by performing the following sequence: 106 

1. The joining Target pulls SDA Low, then waits for the Active Controller to act 107 

2. The Active Controller, detecting the condition, pulls SCL Low, thus generating a START 108 

3. The Active Controller then clocks the SCL line, to get the Reserved Target Address (i.e., 7ꞌh02). 109 

4. The joining Target issues the Reserved Target Address 7ꞌb000 0010 with the 8th bit set to 0 (write) 110 

to notify the Active Controller that a Target Device on the Bus needs a Dynamic Address to 111 

become fully operational. 112 

• Typically, the joining Target is the only Device on the Bus with no Dynamic Address assigned, 113 

so if the Active Controller initiates the Dynamic Address procedure, then the joining Target will 114 

be the only Device to participate in the Dynamic Address Arbitration (DAA) and receive a 115 

Dynamic Address. 116 

• However, it is also possible for multiple Devices to send their Hot-Join Requests 117 

simultaneously. In this case, the DAA procedure will iterate and assign Dynamic Addresses to 118 

all Targets requesting an Address. 119 

5. Once the joining Target has been assigned its new Dynamic Address, it is fully operational on the 120 

I3C Bus. 121 
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A Hot-Join Request is a special form of then In-Band Interrupt (IBI), in which the joining Device uses the 122 

Hot-Join reserved Address 7ꞌh02 for the Target Address and sets the R/W bit to 0 (Write). With the Hot-Join 123 

reserved Address, no Mandatory Data Byte follows the request; this allows the Active Controller to take 124 

control of the Bus after the 9th clock as shown in Figure 1. 125 

SDA

SCL

I3C Address Header (A6:A0 + R/W) in Open-Drain
Target arbitrates the reserved Hot-Join Address 

by holding SDA Low until A1

START Repeated 
START

(typical result) 

Controller ACKs the 
Hot-Join Request
and then initiates
Dynamic Address 
Assignment
with ENTDAA CCC

Active ControllerHot-Joining TargetLEGEND

A6 A5 A4 A3 A2 A1 A0 R/W ACK

Target pulls SDA Low to 
initiate START request;
SDA remains Low through A2

Target releases SDA 
on time; SDA is 
sampled High at A1

Target wins 
Arbitration
with Address 
7'h02 + W

W ACK0 0 0 0 0 1 0

Hot-Join Address: 7'h02 + W

 126 

Figure 1 Hot-Join Request with In-Band Interrupt (IBI) 

There are several potential situations where a Target Device might be unable to send the Hot-Join Request, 127 

or where the Active Controller cannot immediately start the DAA procedure after receiving the Hot-Join 128 

Request, for example: 129 

1. If the Hot-Join Request occurs either before the Active Controller has initialized the Bus, or during 130 

Bus initialization. In such cases the Active Controller can hold the SCL line, thereby preventing 131 

the Bus Idle Condition from being met (and in turn preventing the Hot-Joining Target from 132 

detecting that the Bus Idle Condition has been). 133 

2. If the Target drops off the Bus during the Hot-Join sequence, either by becoming physically 134 

detached or because it loses power. 135 

If the Active Controller is unable to initiate the DAA procedure for any reason, then it always has the 136 

option to simply NACK the IBI request. 137 
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5.1 Controller Handling of Hot-Join Request 
The Current Controller can perform one of three actions after receiving a Hot-Join Request: 138 

1. NACK the request. The Target attempting to Hot-Join will try again, following the I3C Target 139 

Interrupt Request procedure. 140 

Or 141 

2. ACK the request, but disable Hot-Join. To do this, issue a Broadcast ENEC/DISEC CCC 142 

(ENable/DISable Target Events Command) with the DISHJ (DISable Hot-Join event) bit set. 143 

Or 144 

3. ACK the request and then issue a Broadcast ENTDAA (Enter Dynamic Address Assignment) CCC 145 

to start the Dynamic Address Assignment process. 146 

When an Active Controller that is capable of handling Hot-Join Requests from I3C Target Devices receives 147 

one, it should perform the following procedure (also illustrated in Figure 2): 148 

1. The Hot-Joining Target detects an idle, issues an IBI Request, and the Active Controller ACKs the 149 

request. 150 

2. The Active Controller issues a Repeated START followed by the Broadcast Address (7ꞌh7E + W) 151 

3. The Active Controller issues the ENTDAA CCC (ENTter Dynamic Address Assignment) as 152 

described in Section 5.1.4.2 of the I3C Specification [MIPI01]. 153 

4. The Target responds to the ENTDAA CCC by sending its 48-bit Provisional ID, followed by its 154 

BCR and DCR values. 155 

5. The Active Controller sends the Target its 7-bit Dynamic Address + parity to the Target. Thus, the 156 

Target acquires a Dynamic Address. 157 

6. It’s possible for more than one Target to require servicing with the DAA process. In this case, the 158 

Active Controller will continue to assign Dynamic Addresses until it receives a NACK for the 159 

Reserved byte transfer. This NACK indicates that all Targets that required DAA servicing have 160 

been initialized, and so the DAA process is concluded. 161 

7. The Active Controller terminates the sequence by issuing a STOP. 162 

8. If the Active Controller knows that any Secondary Controllers are on the I3C Bus, then it sends a 163 

DEFTGTS CCC (DEFine list of TarGeTS) to inform all Controller-capable Devices on the I3C 164 

Bus about the newly-configured Device(s). 165 

At this point the I3C Bus is fully configured, and one or more newly-joined Targets are active on the Bus. 166 
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 167 

Figure 2 Typical Hot-Join & Dynamic Address Assignment Data Flow 

5.1.1 Alternate Method 
The Active Controller also has another option for handling the Hot-Join Request. 168 

After the ACK following the 7h’02 IBI, the Active Controller emits a Broadcast DISEC CCC (DISable 169 

Events Command) with the DISHJ bit set (DISable Hot-Join event). This will prevent other Hot-Join 170 

Requests from being issued. If another Target then attaches to the Bus (or powers-up) and tries a Hot-Join 171 

Request, then it will not have seen this DISEC CCC with DISHJ bit, so the Active Controller may repeat 172 

the DISEC CCC with DISHJ bit.  173 

The Active Controller can NACK the Hot-Join Request after the 7h’02 IBI for any of the following 174 

reasons: 175 

• The system was not designed to accommodate the Hot-Join 176 

• The Active Controller is not capable of handling Dynamic Address Assignment 177 

• The Active Controller is busy with other tasks. (In this case, the Controller should send a DISEC 178 

CCC with the DISHJ bit set to prevent repeated Hot-Join Requests.) 179 

5.2 Device Detach 
The Active Controller should monitor the status of the Device(s) attached to the Bus so it can detect any 180 

disconnection. Devices that are observed to exchange data vis the Bus are clearly attached, but for Devices 181 

with no data exchange the Active Controller can monitor presence via a polling technique, i.e., by 182 

periodically issuing a GETSTATUS CCC (GET Device STATUS). If there is no response to the 183 

GETSTATUS CCC, then the Active Controller can assume that the Device has detached from the Bus, 184 

either physically or being powered down. 185 

If a Device is capable of going offline (which will be indicated in BCR Bit[4]), then the Active Controller 186 

should try to wake the Device up using the GETSTATUS CCC with a few retries. If there is still no 187 

response to the GETSTATUS CCC, then the Active Controller should remove the Device from the list of 188 

configured Devices. 189 

If any Secondary Controller Devices are on the I3C Bus, then the Active Controller should immediately 190 

notify them about the new Bus configuration whenever the Active Controller detects the detachment of any 191 

Device(s). This is done by issuing a DEFTGTS CCC (DEFine list of TarGeTS) with the updated 192 

configuration of the Bus. 193 
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5.3 Target I3C Protocol Requirements 
For an I3C Target Device to be capable of performing Hot-Joins, it must implement the following I3C 194 

protocol requirements: 195 

• Support the ENEC and DISEC CCCs (ENable Events Command and DISable Events Command). 196 

This allows the Controller to enable and disable Hot-Join Requests. 197 

• Support the Dynamic Address Assignment (DAA) process of the ENTDAA CCC (ENTer Dynamic 198 

Address Assignment). This allows the Target to receive its I3C Dynamic Address from the 199 

Controller, which is a key prerequisite before the Target can become active on the I3C Bus. 200 

• Possess an internal oscillator allowing measurement of the Bus Idle Condition time period. 201 

• Ignore all ENTDAA CCCs (ENTer Dynamic Address Assignment) that the Active Controller 202 

might send before the Target sends its Hot-Join Request. 203 
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5.4 Target Hot-Join Eligibility Requirements 
As described in the following sub-sections there are two different types of Hot-Joining Devices. Each type 204 

has its own eligibility requirements that must be met before the joining Device can send a Hot-Join 205 

Request. 206 

5.4.1 Bus Idle Time Requirements 
All Devices that join the Bus should: 207 

1. Follow the Bus electrical and safety requirements. This ensures that the Devices will not cause any 208 

electrical communication issues on the Bus. 209 

2. Wait for the minimum Bus Idle time before sending a START or arbitrating to send their Hot-Join 210 

Request. 211 

5.4.2 Passive Hot-Join Requirement 
The following requirement applies for all I3C Devices that work as I2C Devices, but which can also send a 212 

Hot-Join Request after determining that the Bus is an I3C Bus. (A Bus can be considered an I3C Bus if the 213 

Device detects the following pattern: START followed by the I2C Reserved Address 7ꞌh7E; this is the I3C 214 

Broadcast Address.) 215 

Once the Device detects this pattern ending with a STOP, the Device can enable its Hot-Join feature. 216 

However, the Device cannot then send any Hot-Join Request until after the Bus Idle Time condition is met 217 

(see Section 5.4.1). 218 

5.5 Target Electrical Requirements 
For safe insertion on the I3C Bus without disrupting Bus operation, Target Devices designed to perform 219 

Hot-Joins should adopt the following safety features: 220 

• The physical design of the Hot-Joining Target’s connector should ensure connection of each signal 221 

separately, per the system designer’s intentions. 222 

• The I/O PIN capacitance should not exceed the maximum specified by the specification: 5 pF for 223 

VDD < 1.8V, and 10 pF for VDD ≥ 1.8V. 224 

• SDA and SCL should be in High-Z after Hot-Joining until the SDA-Low request is sent. 225 

• Keep the internal (active or resistive) Pull-Up and Pull-Down disconnected from the from the 226 

SDA and SCL lines. 227 
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6 Hot-Join Types 
There are four types of Hot-Join, as described in the following sub-sections: 228 

• Hot Plug Hot-Join 229 

• Hot Swap Hot-Join 230 

• Offline Hot-Join 231 

• Passive Hot-Join 232 

6.1 Hot Plug Hot-Join 
The I3C Specification does not define physical connectors for Hot Plug, focusing instead on the logical 233 

effect of a Hot-Join onto the I3C Bus. However the specification does provide basic guidance and some 234 

rules for the designer of the physical connector. 235 

The most critical requirement for the Hot-Plug or Hot-Unplug operation is to not disturb the I3C Bus SCL 236 

or SDA lines in any way that is perceptible to the Targets and Controllers on the Bus. 237 

This requirement leads to three guidelines for Hot-Plug connector design:  238 

1. Ground should be connected first, to stabilize the ground plane. 239 

• Make the ground connector ‘finger’ longer than the other fingers, so that ground is always 240 

connected first. This can also be handled via a connector jacket that connects first. 241 

• To avoid ground plane bouncing on the mother/base board, consider impedance issues. 242 

2. If possible, design the connector so that the Power pin is connected before any of the I/O 243 

pins. 244 

• See Section 6.1.1 below for Failsafe considerations. 245 

• The operating voltage of the I3C Devices on the plug-in module should be reasonably matched 246 

to the mother/base board. 247 

• Current inrush management might be needed to avoid a voltage drop to the I3C Bus sufficient to 248 

cause erratic behavior. Generally this is set by the ramp rate if a PoL Regulator is used on the 249 

plug-in module. It is also advisable to have an adequate decoupling capacitance on the base 250 

board near the connector. 251 

• Consider using a ferrite bead (or similar) to control high-frequency noise that can feed through 252 

the base board; this could cause noise amplification on the newly plugged-in board. 253 

3. The I/Os for SCL and SDA should not cause unwanted current draw or impedance changes 254 

during the connection. 255 

In addition to that, there are few restrictions: 256 

• In addition to Fail-Safe (if power is not pre-applied and is long enough to avoid this concern), it is 257 

critical to consider any pre-power-up anti-float measures that the Device might have (e.g., weak 258 

Pull-Up or Pull-Down resistances in the pads) and do a careful general pad design in terms of 259 

effective capacitance, especially in this newly powered-up (or not yet powered-up) state. 260 

• The I3C Bus might not be able to tolerate the capacitance changes or ringing that such a 261 

connection could potentially cause. Therefore, care is required in the design of the connection 262 

and/or the connector-related characteristics of the Bus topology. 263 

• The System Designer should consider the different topologies with the connection and without, 264 

including the effective stub from the plug-in module, as well as any inductance from the connector 265 

itself. 266 

• The I/Os should be in High-Z until the Hot-Join mechanism drives SDA. 267 

Note: 268 

As a guideline for Hot-Plugging Devices, the System Designer should provide information regarding 269 
Bus capacitance. 270 
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6.1.1 Failsafe Pads Requirement 
As explained in Section 5.1.5.1 of the I3C Specification [MIPI01], any I/O on the I3C Bus while 271 

unpowered must use Failsafe pads, i.e., there must be no parasitic current draw from the SCL or SDA lines. 272 

Parasitic draw can be due to the current trying to power the VDD rail in the Device through the PMOS 273 

(where it acts like a diode), or excess ground leakage through the NMOS, or through the ESD protection 274 

structure (when it uses an active/powered mechanism vs. fixed voltage such as snapback). The input 275 

(Schmitt) can also cause leakage beyond the allowed leakage, and capacitance, depending on the design. It 276 

is also important to look at such parasitic leakage over the temperature range at which the Bus will be 277 

operating: some Devices can perform well at room temperature, but have excessive current at higher 278 

temperatures, including due to self-heating (e.g., the Device may have been unplugged and re-plugged 279 

before cooling down). 280 

Each Device manufacturer should document what types of pads they are using; if this is not documented, 281 

then the System Designer cannot assume that the pads are Failsafe. If the pads are not Failsafe, then 282 

separate methods can be used to isolate the Device from the Bus when using Offline, and power should be 283 

pre-connected when using Hot-Plug. For Offline, this can be isolation transistors on SCL and SDA, as long 284 

as they are capable of managing I3C switching speeds (i.e., 12.5 MHz) without excess delay (i.e., under 285 

1 ns lag). It’s also possible to disconnect from ground and power when offline, as long as reconnection can 286 

be accomplished without violating the above considerations. 287 

6.2 Hot Swap Hot-Join 
Hot Swapping is a special type of Hot-Plugging intended to address use cases where the joining Device is 288 

replacing a malfunctioning one. In a Hot Swap, the joining Device must have the same characteristics as 289 

the Device being replaced. Note that this is different from Hot Plugging where the joining Device is 290 

expected to have the same features as the Device being removed from the Bus. 291 

Hot Swapping Devices should follow the same guidelines as Hot-Plugging Devices (see Section 6.1) when 292 

plugging and removing Devices on the Bus. 293 

Hot Swapping for identical Devices follows the same flow of operations as a Device that lost its dynamic 294 

Address when it went offline and powered up to request a Hot-Join. 295 
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6.3 Offline Hot-Join 
Offline is a form of Hot-Join in which a Device is dynamically powered down and up while the I3C Bus 296 

remains continuously active. The offline Device might already be powered-up when the I3C Bus is first 297 

started (and then de-powered later), or it might be unpowered when the I3C Bus is first started and then 298 

powered up later. This situation has the potential for the Device to retain a previously-assigned Dynamic 299 

Address, which could have the advantage of speeding up and simplifying the process of re-joining the Bus. 300 

In order not to disturb the I3C Bus when the Offline Device powers up or loses power, the Offline Device 301 

must be Failsafe on the SCL and SDA lines while unpowered. (See definition of “disturbance” in the 302 

Hot-Join section of the I3C Specification at Section 5.1.5.) 303 

There are two ways that an Offline Device can rejoin the I3C Bus: 304 

1. By using the Hot-Join Request to get a new Dynamic Address via the DAA process 305 

2. If the Device still retains a Dynamic Address that it was assigned in an earlier Hot-Join operation, 306 

and the Dynamic Address is still valid, then the Device can use an In-Band Interrupt (IBI), or else 307 

simply wait for a message. 308 

Note that any given Dynamic Address is only valid for a given session of the I3C Bus. As a result, 309 

if the previously assigned Dynamic Address is retained (e.g., standby with power supplied only to 310 

a special retention memory and pin set), then it is critical to determine whether the I3C Bus is vs. 311 

is not still in the same session as it was at the time the retained Dynamic Address was received 312 

from a DAA operation. 313 

If there is any doubt about whether the I3C Bus session has changed, then it is safer to use the full 314 

Hot-Join approach, because a new, valid Dynamic Address is obtained. 315 

Offline Hot-Join resembles ordinary Hot-Join, in that the Device must first monitor the Bus and wait for a 316 

tIDLE period of inactivity to verify that the Bus is free and it is therefore safe to emit the Hot-Join IBI. 317 

In general, it is advisable for Devices with Hot-Join capabilities to be configurable to either Hot-Join the 318 

I3C Bus, or not Hot-Join the I3C Bus. As a general rule, a Device that is powered-up at the same time as 319 

the I3C Bus (i.e., when the Bus first starts) should not try to Hot-Join. 320 

Because of the above considerations, it is advisable to make Device Hot-Join behavior configurable (i.e., 321 

whether the Device will Hot-Join the I3C Bus or not Hot-Join it), typically via some mechanism such as 322 

NVMEM or pin-strap. 323 
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6.4 Passive Hot-Join 
Passive Hot-Join provides a way for I3C Target Devices to behave as I2C Targets until and unless they 324 

detect an I3C Frame on the Bus. The I3C Hot-Join feature is not supported by I2C Controllers; any Devices 325 

that behave as I2C Targets before being assigned a Dynamic Address should have some separate mechanism 326 

(i.e., a method outside of the I3C protocol) to disable the I3C Hot-Join feature. (This could be via pin-strap 327 

or NVMEM.) 328 

(See the I3C Specification discussion of Open Drain Pull-Up and High-Keeper at Section 5.1.3.1) 329 

Passive Hot-Join gives Target Devices the option of not needing a non-I3C-protocol method to disable 330 

Hot-Join and allows Targets to operate as I2C Devices until they verify that the Active Controller is capable 331 

of I3C protocol communication. 332 

Passive Hot-Join Devices will monitor the Bus to detect any I3C protocol SDR Frame, to verify that the 333 

Bus is capable of I3C communications. An SDR Frame starts with a START followed by a Broadcast 334 

Address (7ꞌh7E + W) and ends with a STOP. After this STOP, the Passive Hot-Joining Target can enable the 335 

I3C Hot-Join feature and then wait for Bus Idle time to send a Hot-Join Request. 336 

 337 

Figure 3 I3C Device State FSM 
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Annex A FSM Diagrams 
 

A.1 I3C Hot-Join FSM 

 338 
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A.2 I3C Dynamic Address Assignment FSM 

 339 
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