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Hackers will be 
impersonating 
trusted brands
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REMOTE WORK  AND CYBERSECURITY

Hackers will often change, 
remove, or add one letter to 
a legitimate-looking email 
address 

Hackers will motivate 
you to act 

Hackers may make spelling 
errors or craft emails with 
branding inconsistencies
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Hackers will be 
impersonating people 
within your organization and 
third-parties like suppliers 
or vendors
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Hackers will often change, 
remove, or add one letter to 
a genuine email address 

Hackers will motivate you to 
act

Hackers may use language 
or make requests that are 
out-of-character

REMOTE WORK  AND CYBERSECURITY
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REMOTE WORK  AND CYBERSECURITY
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REMOTE WORK  AND CYBERSECURITY
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do not follow or click links or download 
attachments
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reach out to the individual directly

contact your line manager and/or IT team

don’t 
include any personally identifiable information (PII) in your automated emails

mplement SPF, DKIM, and DMARC 

advise customers and employees what 
they will and will not ask for 
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https://www.tessian.com/blog/coronavirus-and-cybersecurity-how-to-stay-safe-from-phishing-attacks/
https://content.tessian.com/newsletter

