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HOW MANY PHISHING ATTACKS WAS YOUR COMPANY TARGETED BY?

WHEN ASKED ABOUT THE IMPACT OF SUCCESSFUL PHISHING ATTACKS, SECURITY 
LEADERS AROUND THE WORLD CITED THE FOLLOWING CONSEQUENCES: 

THE MOST IMPERSONATED BRANDS OVERALL IN Q1 2021 WERE:

TOP 5 SUBJECT LINE KEYWORDS FOR BUSINESS EMAIL COMPROMISE:

75% of organizations around 
the world experienced 
some kind of phishing 
attack in 2020.

Attacks faced by companies in 2019.
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No Attacks

60% of organizations lost data.

1-10 Attacks

52% of organizations had credentials 
or accounts compromised.

11—50 Attacks

47% of organizations were 
infected with ransomware

50—100 Attacks

29% of organizations  
were infected with malware

Over 100 Attacks

18% of organizations  
experienced financial losses

Unknown

9%

37%

12%

10%

28%

4%

96% of phishing attacks  
arrive by email.

$150 is the average cost per  
compromised record. 
$3.92m is the average cost 
of a data breach.
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But, what about prevention?
While you can’t stop hackers from sending phishing or spear 
phishing emails, you can make sure you (and your employees) 
are protected when one is received. Learn how Tessian 
Defender uses machine learning to detect and prevent spear 
phishing attacks before data or credentials are stolen.

Tessian’s mission is to secure the human layer. Using machine learning technology, Tessian automatically 
stops data breaches and security threats caused by human error - like data exfiltration, accidental data 
loss, business email compromise and phishing attacks - with minimal disruption to employees' workflow. As 
a result, employees are empowered to do their best work, without security getting in their way. Founded 
in 2013, Tessian is backed by renowned investors like Sequoia, Accel, March Capital, and Balderton.
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